Spyware

**Thesis statement:** we aim to analyze cybersecurity. Specifically, how and where spying happens (software / hardware), how it is utilized, and what measures can be taken to prevent it.

We have all heard modern-day computer lingo such as "spyware" or "hacked" or "encrypted" but are these terms of any relevant concern to the average citizen? Or are terms like this thrown around to hype-up click-bait articles and to scare the public into buying McAfee antivirus software? The spyware world may at times sound like Hollywood fiction that only a paranoid conspiracy theorist would be convened about, but before you scoff at the tinfoil hat folks you might want to know what the company Cisco has to say about it.

Cisco, whose industry focus is on networking hardware and software, surpassed the value of Microsoft in the year 2000 [1]. So if any company would be familiar with the intricacies of computer communications and the vulnerabilities thereof, it would be Cisco. And from Cisco’s very own website they talk about a term of “lawful intercept” which is a process that enables a law enforcement agency to perform electronic surveillance on an individual [2]. In the same article Cisco goes on to boast that one of the benefits of lawful intercept is that it “cannot be detected by the target” [2]. This proves that electronic snooping is possible. But it beckons the question as to whether these communication intercept capabilities are exclusive to Cisco and law enforcement or if a more savvy tech person could likewise intercept your electronic communications. This paper aims to explain what exactly spyware is, spyware tools and what preventative measures people can take to make their communications more secure.

III. **(Max & Alexa)** What is spyware?

1. According to Avast a Cyber security company with 435 million active users in an article *What is Spyware?* States that “Spyware is a form of malware that keeps itself hidden while secretly recording and tracking your activity on a computer or mobile device. It can monitor and copy everything you enter, upload, download, and store. Some spyware even have the capability to turn on microphones and cameras without the user even knowing” [3]. Spyware allows opponents to use data collected to hold ransoms, collect sensitive user data to sell and can be hard to detect, which we will discuss more about later on.
2. Spyware is a very broad topic and is not easily defined. However, an article by Norton indicates that spyware is classified as any type of malicious software that can be installed on a person’s personal devices. It can be software *or* hardware and can easily gain access to an unwitting victim’s personal information. After gaining access to this information, it can be held for ransom or it can immediately be transferred to other parties with malicious intentions. Spyware has progressed such that it can now have an effect on all kinds of operating systems and devices. It is no longer just restricted to Windows or devices that run by using Microsoft Windows. There are several common ways with which attackers can convince innocent users to accidentally place spyware on their devices. Some of these ways include, opening pop-ups, downloading software from an unreliable source, pirating media, etc.
   1. [Spyware: What is spyware + how to protect yourself (norton.com)](https://us.norton.com/internetsecurity-malware-spyware.html)

[citation #4]

1. What is a backdoor
   1. The way that most opponents get Spyware onto a device is typically through a backdoor. Now according to Malwarebytes a cyber security company that provides cybersecurity products for all businesses in their article *What is a backdoor?*  They state that a “[backdoor](https://blog.malwarebytes.com/glossary/backdoor/) refers to any method by which a user is able to get around normal security measures and gain high level user access on a computer system, network, or software application.” Once an opponent has breached through a backdoor they use their spyware to track and collect data on the user's compromised systems.
      1. Malwarebytes is a cybersecurity company that provides cybersecurity products for all businesses. Malwarebytes is at home, in the home, on-the-go, and in the corporate conference room. Made for individuals, public organizations, private entities, and everything in between.
         1. <https://www.malwarebytes.com/company>

[citation #5]

* 1. A backdoor is a malware type that allows an attacker to bypass normal authentication procedures. It is often used when an attacker needs a way to re-access a system that has already been compromised. Imperva claims that backdoor installation can happen when a vulnerable component in a web application is taken advantage of and exploited. This kind of attack allows the perpetrators to remotely impact a person’s device by giving them access to their files and other personal information. These backdoors can be used to commit data theft, deface websites, hijack servers, and overall make a system run horribly. A Trojan horse is a type of backdoor and can be used to repeatedly control a system in a negative manner from a remote location for as long as the owner/user does not know their system has been compromised. They are incredibly difficult to find and handle once they are placed and utilized.
     + 1. [(1) New Messages! (imperva.com)](https://www.imperva.com/learn/application-security/backdoor-shell-attack/)

[citation #6]

1. **(Alexa)**

Is software embedded on our routers to send it elsewhere with us not knowing

* 1. How does spyware work from within routers?
     1. Spyware can work from within or without routers. A router can be compromised in any number of ways and these many ways can be physical or remote. In other words, a router can be attacked by an individual physically changing it, or by an attacker who lives far away and is attacking the router through its firmware, even if that firmware is updated and strong. A router can receive a virus if malware is able to make it through the router’s initial login checkpoint in order to then modify the router’s settings. Once these settings are changed to give the malware more access, the router’s firmware can be bypassed and then the software can be attacked. Avast claims that a router can be attacked by malicious malware capable of changing the DNS settings of the router, committing phishing attacks, as well as Trojan attacks. Wifi routers can also get viruses and these viruses are especially dangerous. These viruses, once they gain access to your router, can easily spread to any device connected to that router or network. This is because the router acts as a bridge between your device/s and the internet. If that bridge is compromised, both sides can be attacked and taken advantage of. Modems can also get viruses. Modems can be infected by malicious malware the same way that routers can.
        1. [Router Malware: How to Remove a Virus From a Router | Avast](https://www.avast.com/c-router-malware#topic-1)

[citation #7]

* 1. What can we look for to identify it?
     1. To check if a router is infected, one can compare their router’s performance with common router virus symptoms. These symptoms include crashing apps and programs, slow or spotty internet, passwords that no longer work, slow computers or devices in general, fake virus messages or pop-ups, and many other potential symptoms. Malware attacks routers, modems, and devices in a very large number of ways. These ways are advancing as the technology behind our devices is progressing. You can also check if your router has been attacked by looking up the recent IP addresses on your network. If there are any you don’t recognize, that could be a sign that your router has been made vulneable.
        1. [How to Tell if Someone Hacked Your Router & How to Fix It - InfoSec Insights (sectigostore.com)](https://sectigostore.com/blog/how-to-tell-if-someone-hacked-your-router-how-to-fix-a-hacked-router/)

[citation #8]

* 1. Where is the data sent
     1. Data is sent to spyware servers where advertising companies can use the user's data to create reference ads specifically for that user.
     2. Data can be sent to other parties who have negative intentions, or the information can be held for ransom. Either way, some attackers seek to profit from selling the information as brokers.
     3. Articles
        1. We provide a full range of e-discovery and forensic data collection services for legal cases. For example: imaging computers and cell phones; collecting data from computers, servers, and databases; providing search technologies for computer and online data; providing expert witness services; and providing trial presentations and evidence presentations.
           1. [Using Router Analysis to Detect Surveillance & Bug Sweep Services (howelawfirm.com)](https://www.howelawfirm.com/counter-surveillance-and-bug-sweep-services/routers/#:~:text=Generally%2C%20transmission%20data%20is%20available%20through%20the%20routers%E2%80%99,someone%20spying%20on%20me%20through%20my%20WiFi%20router%3F)

[citation 9]

1. Virtual implementations of spyware
   1. What vulnerabilities are manipulated
   2. How they stay hidden
   3. How they transfer information
      1. Articles

## Security Gladiators acts as an online protection and security information source, as well as a privacy and security protection agency for internet users. Security Gladiators is an encyclopedia of web security for every possible internet vulnerability for web users, from VPNs to anti-virus applications.

* + - * 1. [What Is Spyware? (securitygladiators.com)](https://securitygladiators.com/threat/spyware/#:~:text=Spyware%20will%20infiltrate%20via%20an%20install%20package%2C%20malicious,communicates%20your%20private%2C%20confidential%20information%20to%20an%20attacker.)
      1. VPNRanks.com is a website that presents unbiased reviews for the general benefit of VPN users. Our team conducts in-depth tests and evaluates each provider on multiple factors
         1. [Spyware – How To Detect and Protect Yourself Against It? (vpnranks.com)](https://www.vpnranks.com/blog/spyware-how-to-detect-and-protect-yourself-against-it/)
      2. Alexander Moshchuk, Tanya Bragin, Steven D. Gribble, and Henry M. Levy, leading experts within the Department of Computer Science & Engineering University of Washington
      3. Experts within their field and authors of over 20 articles regarding the study and implementation of spyware
         1. [spycrawler.pdf (washington.edu)](https://courses.cs.washington.edu/courses/cse454/15wi/papers/spycrawler.pdf)

IV. **(Max)** Utilization

1. Types of Opponents

Spyware can be used by people and opponents. Not all opponents use spyware though so we will first break down the different types of opponents. Now according to a writer named GreyHat4Life on Cybrary, a leading cybersecurity professional development platform in their article *7 Types of Hackers you Should Know,* they explain that there are 7 different types of opponents and they can be broken up into Black Hats, White Hats, Script Kiddies, Gray Hats, Green Hats, Red Hats and Blue Hats. Now a Black Hat is your typical cybercriminal. They typically target weak security systems of companies and banks to try and steal sensible information or money. This group of opponents are the ones that create malware that gains unauthorized access to targeted devices. Some Black Hats are in organized criminal groups or foreign governments to use espionage, but most Black Hats hack for the profits. White Hats are the opposite of Black Hats and hone their skills in hacking to better the cyber security scene. White Hats are often called “Ethical Hackers” because they help companies by testing security defenses and help find viruses to remove from systems. White hats typically have some sort of college degree in the computer science field. Next, is the Script Kiddies and they are named this because they have no experience or desire to learn programming and have little to no IT knowledge, but use security tools already online to execute cyber-attacks. Blue Hats are just the same as a Script Kiddie but seek vengeance instead. Green Hats are the opposite of a Script Kiddie. They may be new to the hacking world but they try and master the skills of hacking. Now Gray Hats are the opponents in the middle of White and Black hats. They use their hacking skills to penetrate security systems but not maliciously. They discover vulnerabilities in systems without being authorized but report the problems to the owner with usually a small fee for their findings. If the owner does not comply with the Gray Hats they expose their vulnerabilities to the internet. Lastly, Red Hats work alongside White Hats in protecting cyber security systems but in a different way. The Red Hats go after Black Hats to try and expose their identity and crimes [citation 10] (Cybrary.com, *7 Types of Hackers You Should Know* 2020).

1. How opponents use it

Now, Balck Hats are the opponents that use spyware to monitor and capture a user's computer activity and store the information for third parties to buy and use. These opponents use delivery vectors like drive-by downloads, continual prompting and chained installs to get spyware onto a target's computer according to Eric Chein, a member of Symantec corporation in his paper *Techniques of Adware and Spyware*. Drive by downloading is a technique used by cyber criminals which gives a prompt to a user to install a program just by simply browsing the web. Sometimes drive-by downloads are even able to be downloaded without the user even knowing. Continual prompting is another technique used by cyber criminals which essentially keeps giving a user a prompt to download a hidden malicious program. The prompt to download will continue to pop up until the user finally caves in to download it. The last technique we will talk about is chained installs which is when spyware is bundled with third party software. A user could unwillingly or not even know that they downloaded spyware onto their computer through software downloads[citation 11] (Chein, *Techniques of Adware and Spyware* 2005). That is why it's important to always know if a piece of downloaded software can be safe and trusted. So make sure to do some research before downloading any software.

* + 1. Articles
       1. Cybrary is a leading cybersecurity professional development platform.
          1. [7 Types of Hackers You Should Know | Cybrary](https://www.cybrary.it/blog/0p3n/types-of-hackers/#:~:text=%207%20Types%20of%20Hackers%20You%20Should%20Know,who%20lacks%20programming%20knowledge%20and%20IT...%20More%20)
       2. Eric Chien joined Symantec Corporation at the Symantec Security Response headquarters in Santa Monica, California in 1997. Eric graduated from the University of California, Los Angeles with a Bachelor of Science degree in Electrical Engineering and Molecular Genetics. Currently, Eric heads research in the Europe, Middle East, and Africa (EMEA) regions, analyzing current virus threats and researching new threats in the world of viruses and malicious software. He has been a key developer in projects such as the Digital Immune System (DIS), Symantec's automated system of virus analysis, and the Seeker project, which proactively finds viruses on the Internet. Eric has spoken at various conferences and published a variety of papers addressing threats to computer security via malicious software.
          1. <https://citeseerx.ist.psu.edu/viewdoc/download?doi=10.1.1.174.3560&rep=rep1&type=pdf>

1. How we use it

The common user uses spyware using cookies. Now cookies aren’t technically a form of spyware because the user has the knowledge and capabilities to delete them, but cookies act just like spyware by storing data for a website for the next time you visit. According to an Employee at Norton Security, an antivirus software company that supports millions of systems world wide in an Article *What are cookies?* The use of cookies is to help websites keep track of your activity on that webpage. Cookies have many different functionalities from storing items in a user's shopping cart, storing usernames and passwords, and to keep track of what you have recently bought or looked at to give suggestions suited to you [citation 12] (Norton, *What are cookies?* 2021). Just remember that you can always delete your cookies if you don't want a website to have information on you. Now White Hats and maybe Some Red Hats were able to use their knowledge in spyware to find breakthroughs in 12 missing person cases in Australia according to an article by a cybersecurity journalist WAQAS *Authorities use hackers to find missing persons* on Hackread.com. This Hackathon event in 2019 of over 300 White Hats and investigators was a clear representation of how spyware can be used for good.

* 1. Articles
     1. <https://us.norton.com/internetsecurity-how-to-what-are-cookies.html>

V. **(Alia)** Preventative Measures

**Encryption**

Knowing all the potential opponents that would be interested in accessing your network, it would be beneficial to discuss some preventative measures to prevent access to your information, such as encryption. As defined by Kevin Stine and Quynh Dang, members of the National Institute of Standards and Technology: encryption is a security control used primarily to provide confidentiality protection for data. It is a mathematical transformation to scramble data (plaintext) into a form not easily understood by unauthorized people or machines (ciphertext). After being transformed into ciphertext, the plaintext appears random and does not reveal anything about the content of the original data. Once encrypted, only someone with the decryption will be able to access the data. [citation 13 make sure this is right] (ahima.org, 2011). There are many different techniques for encryption, and many times these processes can be combined to create even higher levels of protection. For now, we will discuss the three most utilized encryption processes.

The RSA cryptosystem was created in 1997 by professional cryptographers Ron Rivest, Adi Shamir, and Leonard Adleman and has since become the most used encryption algorithm in the world [citation 14] (Wikipedia.org, 2022). The RSA allows an inverse function for public encryption and decryption, depending on whether the encryption key was public and the decryption key was private or vice versa. The formula for the encryption/decryption process is as follows:

Variables: Formulas:  
 m: The decrypted message Encrypt: m^e modN = c

c: The cypher Decrypt: c^d modN = m

N: product of two prime numbers whose length is half of N

e: a small variable that is greater than 2

d: the inverse of e modΦ

Φ: used in the Euler method to represent an unknown constant

The public encryption key is generated with eN, while the private key is created with d. You could use a random number generator to create Φ, however these could create a vulnerability in your cryptosystem if the generator has a backdoor [citation 15] (How the RSA Algorithm works, 2014). While it is dependable, the RSA is one thousand times slower than symmetric cryptography, thus it is primarily used in hybrid cryptosystems and in web browsers. The second process we will discuss is the Advanced Encryption Standard, or AES encryption, that was established by the National Institute of Standards and Technology in 2001. It is a variant of the Rinjndael block cipher which has different key and block sizes. The AES selects three block sizes with corresponding keys that are 128, 192, and 256 bits long. Unlike the RSA which creates a key pair with a private and public key, the AES is a symmetric-key algorithm that allows the same key to be used when encrypting or decrypting [citation 16 make sure this is right] (Wikipedia.org, 2022). The last process we will cover is Elliptic-curve cryptography (EEC) that was created by Levichin Prize winners Victor Miller and Neal Koblitz in 1985, and has since become the leading process used in security protocols worldwide. The EEC creates an elliptic curve used to generate a random nonce, g, which becomes the perfect private number for encryption and can be used to replace Φ for RSA encryption or any other cryptosystems, and allows smaller keys to provide equivalent security [citation 17](Elliptic Curves, 2018). The EEC is considered mathematically more efficient and it is nearly impossible to reverse this process to determine g, making it perfect for symmetric encryption schemes and integer factorization algorithms [citation 18] (Wikipedia.org, 2022).

Some users may wonder why encryption is considered a vital process, when it seems only users who have mal-intent would have something to hide. Encryption helps ensure a user's privacy for anything from business files to emails. RSI Security, experts of data security consulting and providers of reliable, flexible, and scalable cybersecurity resources, explains two reasons why any user or company should have reliable encryption. The first reason is regarding information in transit. “Signs of email hacking are difficult to detect and virtually non-existent. Unlike typical systems based on-premise or in the cloud which are constantly monitored for signs of hacking, the same efforts are difficult to achieve with email data in transit” [citation 19] (RSI, 2018). For this reason, many companies utilize email encryption so in the event an opponent does acquire the message, they won't have the requisite private or public keys to access the data within the email.   
 The second reason to utilize encryption is to protect against potential threats from opponents who would target emails as an access point into a network. RSI explains the three main techniques to do this are spamming, phishing, and viruses. Spamming “goes far beyond receiving emails that you have little interest in. Spam emails, if improperly opened, handled, or clicked, can result in serious damage to business and technology systems, and can result in losing sensitive or confidential information” [citation 19] (RSI, 2018). Spam emails invite another type of threat to a system, malicious malware implemented through email attachments such as pictures or links. If the user were to download the file, a malware program is then installed, the opponent can now spy on or extract information about the user. Phishing is “any fraudulent attempt to obtain confidential or sensitive information. This can include usernames, passwords, credit card details, and even direct access to money” [citation 19] (RSI, 2018). Phishing is often done through emails that look secure, however some key elements to a phishing email are suspicious links and generic usernames such as “Representative Desk of US Bank”. It is recommended that in the event that a phishing email is received, or an email is suspected of being a phishing scam, the recipient should delete the email without opening any attachments. The largest threat, and arguably the most damaging, are viruses. Opponents can use viruses for several reasons, “such as network or service disruption, harvesting confidential information, or spying on a network. Computer viruses sent via email, just as in nature, are designed to replicate and spread to other hosts as quickly as possible” [citation 19] (RSI, 2018).

* + - 1. RSI Security offers a complete suite of IT security services that provide reliable, flexible, and scalable cybersecurity resources to mitigate threats, test for vulnerabilities, and monitor your networks
         1. [5 things you need to know about how email encryption works (rsisecurity.com)](https://blog.rsisecurity.com/5-things-you-need-to-know-about-how-email-encryption-works/#:~:text=In%20todays%20world%2C%20email%20encryption%20functions%20on%20the,Public%20Key%20to%20encrypt%20the%20message%20before%20sending.)
  1. Can files be filtered from general encryption to potentially dangerous encrypted information that the government should know about?
     1. Articles
        1. Thousands of businesses use **Expert insights** to research and compare enterprise business IT and cybersecurity solutions
           1. [What is Email Encryption, How Does It Work, and How Can It Protect Your Organization? | Expert Insights](https://expertinsights.com/insights/what-is-email-encryption-how-does-it-work-and-how-can-it-protect-your-organization/)
        2. CBS News
           1. [Encrypted messages: Does the government need a way in? - CBS News](https://www.cbsnews.com/news/paris-attacks-encrypted-messages-does-the-government-need-a-way-in/)
        3. HeinOnline is a premier online research platform that provides more than 199 million pages of multidisciplinary periodicals, essential government documents, international resources, case law, and much more
           1. [Cracks in the Armor: Legal Approaches to Encryption 2019 University of Illinois Journal of Law, Technology & Policy 2019 (heinonline.org)](https://heinonline.org/HOL/LandingPage?handle=hein.journals/jltp2019&div=5&id=&page=)
  2. Packets - can we not see where our data packets are being sent (from observing wireshark) and if not is that why outside infrastructure is used
     1. Wireshark does allow the user to see a packet's source and destination.
     2. Knowing the destination of a packet doesn’t mean that it is the final destination, and that may be out of Wiresharks’ view.
        1. I.e., you can see the packet being sent to computer 1, however it might be sent to a different network that Wireshark doesn’t have access to.
     3. Packets may be filed as a sub-point for Encryption.
     4. Articles
        1. How-To Geek is an online technology magazine and one of the top 500 websites in the United States. How-To Geek has been recommended as an expert resource by industry groups like [the Wi-Fi Alliance](https://twitter.com/WiFiAlliance/status/1083162775688482816) and newspapers like [The New York Times](https://www.nytimes.com/2018/12/05/smarter-living/should-you-buy-someone-a-phone-for-the-holidays.html).
           1. [How to Use Wireshark to Capture, Filter and Inspect Packets (howtogeek.com)](https://www.howtogeek.com/104278/how-to-use-wireshark-to-capture-filter-and-inspect-packets/#:~:text=Wireshark%20captures%20each%20packet%20sent%20to%20or%20from,of%20only%20packets%20addressed%20to%20your%20network%20adapter.)
        2. **SpringerLink** is the world's most comprehensive online collection of scientific, technological and medical journals, books and reference works. The leading edge of information for people on the frontier of research
           1. [Evaluation and comparison of OpenDayLight and open networking operating system in software-defined networking | SpringerLink](https://link.springer.com/article/10.1007/s10586-019-02996-0)

**Firewalls**

The most common use for encryption is to protect users and their information as they connect to outside resources through the network firewall. A firewall is a security protocol within a computer's hardware or software to protect the device by filtering traffic and blocking unauthorized users from gaining access to private data within the network, and preventing malicious software from entering the system. Every computer or system currently active will have one or more firewalls implemented to provide protection as the user interacts with open sites or systems that may be compromised. That being said, because they are so prominent, many opponents have made it their goal to find vulnerabilities within firewalls or create software to get through them.

The most common vulnerability exploited by opponents are misconfigurations within a firewall. Explained by Guardicore, a prominent innovator in data center and cloud security, misconfigurations are the most prominent reason opponents can infiltrate a system. For individuals, network firewalls are updated inconsistently to meet the new complex and dynamic environments and applications. Due to this, firewall policy is often behind the current status of many applications and data, increasing the risk of unauthorized access until the rules are manually set. For company systems, these businesses must comply with mandates and governance set for cloud environments. The increased agility of hybrid cloud ecosystems is helpful for streamlining business processes but causes many organizations to fall short of compliance requirements [citation 20] (Guardicore, 2020). When implementing a firewall or updating the permissions and security measures, there are common misconfigurations that are seen for individuals and corporations alike. EC2 and VPC errors are considered the most common misconfigurations. EC2 instances are security groups that have been configured incorrectly within a virtual machine or server, while VPC access configures the rules to allow or deny connections to or from the network. A mistake here can lead to blind spots within firewall security or unauthorized IP addresses gaining access to the network. Service Permission errors and Inconsistent Authentication are another set of misconfigurations that are commonly seen. Service permissions are set on applications and software that are implemented in a device or network, and typically have permissions set during their installation. During this process, some services are given access to go through the firewall while in use, and if this process is left running unchecked it has the potential to become an access point into the network. Inconsistent Authentication on the other hand is created when companies have networks across multiple locations and environments. If some authentication requirements are weaker than others, this creates a misalignment within security that can be leveraged for access into the network [citation 20] (Guardicore, 2020).

While a properly configured firewall will protect against most threats, a determined opponent can still find other access points. Four other root causes of firewall breaches have been outlined by Firemon, an enterprise security management company that helps organizations find, correct, and avoid gaps in their existing network security infrastructure. Not all firewalls are created equal and some may be designed for a more relaxed environment, leading to overly permissive rules which contain large network object ranges or the term“any” within the rule statements. Broad terminology like this can become an open door to allow access for unwanted operators. A set of vulnerabilities that go hand in hand are inadvertent access and known but unpatched vulnerabilities. Inadvertent access is created when a resource is decommissioned, but its associated rules were not removed from the policy regulating its access. This allows any old IP address to be reused and allows opponents to gain entry to the network. In a similar fashion, known but unpatched vulnerabilities within a network can provide unauthorized or unexpected access. While not done intentionally, any known vulnerability should be fixed immediately rather than putting off the patch until a later date, as this extends the risk of an opponent taking notice and entering the network. Shadowed rules are another cause for concern, as these are considered “a gift to opponents”. Rules become shadowed when one rule contradicts another, thus rendering both obsolete and creating a gap within the firewall for an opponent to enter through.

While reading the list of potential vulnerabilities that can be exploited within a firewall, I would like to remind the reader that all these risks are avoidable and manageable with the proper implementation and consistent monitoring to catch any irregularities or vulnerabilities that can develop later on. Security teams can be hired to monitor the firewall or some systems can be automated to maintain themselves. Individuals and companies are encouraged to maintain their firewalls and if so inclined to get more than one and compound the accumulated protection.

VI. **(Jake)** Conclusion

1. What can we expect in the future
2. Will spyware become harder to detect or will encryption become more efficient

(Restate the introduction but better)  
(Leave the reader thinking or with a call to action)

VII. **(Jake - Citations)** Resources

1. Original Resources (Not currently in use, so list at the end)
   1. Security Engineering Third Edition: A Guide to Building Dependable Distributed Systems by Ross Anderson
   2. Professor Varghese
   3. UWRF Resource Database
   4. TBD Resources found while gathering data and information
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